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RESPONSES TO THE TEN QUESTIONS

Amos N. Guiora†

2. **How should America address the threat of homegrown terrorists?**

3. **Is President Obama's use of Predator strikes in Afghanistan and Pakistan consistent with international law and international standards?**

2. **How should America address the threat of homegrown terrorists?**

What is the primary threat to American national security? The answer is in the title: homegrown terrorism. This assessment is relevant both to the United States and Europe; post-9/11 terrorist attacks convincingly demonstrate that the modus operandi is acts of domestic terrorism conducted by citizens (or nationals) of that country.¹

The fundamental (but not exclusive) motivation for these acts of domestic terrorism is religious extremism, largely driven by religious extremist faith leaders inciting members of their respective congregations. The threat is not from religion, rather from religious extremists committing acts of terrorism in their own countries.

---

† Professor of Law, S.J. Quinney College of Law, University of Utah, with many thanks to April Cobb (J.D. expected, S.J. Quinney College of Law, University of Utah, 2012) for preparing the appendices.


2. See charts at the end of this section on domestic terrorist attacks in the United States.
Homegrown terrorism—whether motivated by religious extremism or another motivation—raises profoundly disturbing questions; it suggests the threat is from within, potentially turning neighbor against neighbor. Nevertheless, that discomfort must not dissuade national security officials from recognizing the threat and taking mitigation measures. For example, in the religious-extremism paradigm, the role of the extremist threat leader is essential in inciting the religious-extremist actor. Put another way, the religious-extremist faith leader is inciting religious-extremist actors in houses of worship.

There are at least two distinct communities at risk from religious-extremist faith leaders: internal communities (of that faith) and external communities (of the larger body polity). In the internal-community paradigm, members at risk would include child-brides (the Fundamental Church of Jesus Christ of Latter-Day Saints), honor killings (extremist Islamic communities), and group-member, person-specific attacks (assassination of former Israeli Prime Minister Yitzhak Rabin by a Jewish extremist terrorist). With respect to the external-community paradigm, the at-risk community includes larger society deemed to be a legitimate target by the religious extremist inciter; to that end, terrorist attacks in which both non-group and group members can both be targets in the context of randomness of terrorism are legitimate.

Resolving tension between justified surveillance and the cost associated with such surveillance is a difficult issue; resolving this tension is, however, essential to adequately protect the community. Given the direct threats posed by religious-extremist inciters, I recommend that law enforcement engage in proactive monitoring and surveillance of houses of worship, to which end I recommend the following measures:

A. Gather criminal evidence or intelligence information that the faith leader is inciting terrorist action;
B. Analyze the community's willingness—and capability—to act in accordance with the incitement;
C. Analyze the faith leader's intent to incite the congregation as a call to duty;
D. Warn the faith leader that law enforcement has received evidence or intelligence regarding the incitement and will conduct surveillance unless the incitement stops, in conformity with the idea of due process;
E. Conduct the surveillance in a manner that least affects the person of faith’s freedom of religion;
F. Enhance cooperation between law enforcement and clergy;
G. Adopt a heightened probable cause standard regarding monitoring of houses of worship;
H. Articulate clear guidelines for how monitoring is to be conducted;
I. Articulate and enforce limits on free speech with respect to religious extremism.

Conducting surveillance in houses of worship has the potential to chill participation in religion. Not only may potential members hesitate to join, but preachers, rabbis, imams and other religious leaders may not feel free to fully express their messages.

The Supreme Court examined this chilling effect in *NAACP v. Alabama ex rel. Patterson* and held that the State of Alabama’s interest in obtaining the NAACP’s membership list was superseded by the constitutional rights of the NAACP members. The Court held that “immunity from state scrutiny of [petitioner’s] membership lists . . . is here so related to the right of [petitioner’s] members to pursue their lawful private interests privately and to associate freely with others in so doing as to come within the protection of the Fourteenth Amendment.” The state’s interest in obtaining the records did not outweigh the enormous potential to chill association were individual members’ names revealed.

However, the potential to chill membership does not supersede all considerations. Certainly if there is specific evidence of an imminent threat the government is justified in conducting surveillance, even at the cost of inhibiting religion by potentially chilling participation. The question thus becomes where to draw the line between permissible government surveillance and impermissible surveillance. Professor Michael McConnell suggested the following test:

> If the plaintiff can show that a law or governmental practice inhibits the exercise of his religious beliefs, the burden shifts to the government to demonstrate that the law or practice is necessary to the accomplishment of
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4. *Id.* at 466.
5. *Id.*
some important (or "compelling") secular objective and that it is the least restrictive means of achieving that objective. If the plaintiff meets his burden and the government does not, the plaintiff is entitled to exemption from the law or practice at issue. ⁶

Protecting the general population is a compelling government objective; the question is whether monitoring houses of worship is the least restrictive means available for achieving this objective.

Because of the ethical concerns associated with conducting surveillance in houses of worship, appropriate probable cause standards must be determined relevant to surveillance of churches, mosques, temples, and synagogues. Probable cause is based on the Fourth Amendment, which states:

The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized. ⁷

While stereotypes such as "Muslims are dangerous" are clearly insufficient to support probable cause, the Supreme Court observed in Illinois v. Gates that "probable cause requires only a probability or substantial chance of criminal activity, not an actual showing of such activity." ⁸

Thus, while the government cannot rely on stereotypes, once there is a probability of criminal activity, law enforcement is justified in conducting surveillance. However, because of the danger of a chilling effect on the practice of religion, monitoring houses of worship requires a heightened probable cause. That is, the traditional probable cause standard is—I suggest—insufficient for monitoring houses of worship because of the inevitable conflict with the Free Exercise Clause of the United States Constitution. ⁹

However, because of the danger posed by religious extremism—in particular incitement occurring in houses of worship—it is necessary to enable law enforcement to monitor and conduct surveillance. While granting immunity to religion poses a clear
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7. U.S. CONST. amend. IV (emphasis added).
danger to society, the Constitution cannot be used as a buttress to forbid the state from fulfilling its fundamental obligations. A heightened probable cause standard would resolve this tension.

Enhanced cooperation between law enforcement and clergy would enable the former to warn the latter regarding suspected criminal conduct of individual congregants. Furthermore, were particular clergy engaging in speech deemed capable of inciting acts of terrorism, open channels of communication would facilitate law enforcement’s ability to minimize a potential chilling effect by warning faith leaders regarding the potential criminal nature of their particular speech. That is, by engaging in a proactive discussion with the faith leader regarding prior speech, the need for future monitoring would be potentially negated were the clergy to no longer engage in such speech.

A heightened probable cause standard would enable monitoring of houses of worship while minimizing any chilling effect on people of faith. Determining whether previous speech justifies surveillance in accordance with a heightened probable cause standard would serve to ensure that surveillance would occur only when and where it was truly required. This approach would significantly contribute to a more balanced and nuanced approach to facilitating law enforcement while protecting the freedom of religion; a heightened probable cause standard would facilitate respect for the Free Exercise Clause while ensuring that government fulfills its primary obligation of protecting the public.

Christopher Slobogin argues it is deceptive for the FBI to conduct surveillance operations using undercover agents. However, there is a cost with respect to the chilling effect were agents to sit in church dressed in a manner different from parishioners and holding pen and pencil while writing the words spoken by the faith leader. A faith leader with whom I spoke indicated that, were his church under surveillance, he would prefer FBI agents remain undercover to reduce the chilling effect. While arguably this is less transparent, it leads both to better information and minimizes Free Exercise violations. Were the FBI’s

---

10 See Christopher Slobogin, *Deceit, Pretext, and Trickery: Investigative Lies by the Police*, 76. OR. L. REV. 775, 778 (1997) (“Undercover work is by definition deceptive. It normally involves outright lies. Typically, an undercover agent gives or presents a fake identity and a fabricated history, denies any involvement with the police, and engages in any number of other lies.”)
surveillance efforts aimed at a particular parishioner, the enhanced cooperation referenced above would be particularly important.

Finally, we must re-articulate the limits of speech as they relate to clergymen. How often do clergy need to incite before law enforcement moves in? What words justify monitoring? In \textit{Brandenburg v. Ohio}, the Court held:

\begin{quote}
[T]he constitutional guarantees of free speech and free press do not permit a State to forbid or proscribe advocacy of the use of force or of law violation except where such advocacy is directed to inciting or producing imminent lawless action and is likely to incite or produce such action.\textsuperscript{11}
\end{quote}

The Court went on to say, “The mere abstract teaching of the moral propriety or even moral necessity for a resort to force and violence, is not the same as preparing a group for violent action and steeling it to such action.”\textsuperscript{12}

The authority and power of an extremist religious cleric is, potentially, extraordinary. Therefore, when we examine the three prongs of the \textit{Brandenburg} test—imminence, likelihood, intent\textsuperscript{13}—the first two are almost certainly met in the case of an extremist religious authority determined to encourage his congregation to act. Sermons regularly addressing various dangers and evils will ultimately reach a critical mass and the listener’s act will become imminent. A religious listener is likely to obey the words of an individual he or she views as an ultimate authority on spiritual matters.

Where does that leave the secular state? Precisely because of the absolutism of the religious extremist, the state has no choice but to respond accordingly. Perhaps the fundamental weakness of my argument is that I am suggesting that the state restrict the rights of citizens. Perhaps society in response to the examples discussed above—in order to protect the unprotected—may have no choice but to consistently and aggressively monitor and prosecute religious extremists who endanger civil democratic society.

\textsuperscript{12} \textit{Id.} at 448 (quoting \textit{Noto v. U.S.}, 367 U.S. 290, 297–98 (1961)).
\textsuperscript{13} \textit{Id.} at 447.
Appendix A

Domestic Terrorist Attacks Since September 11, 2001
Between September 11, 2001 and December 31, 2010, there were 52 domestic terrorist attacks and 34 thwarted domestic terrorist attacks in the United States.

Methods Used:
- Prevented Attacks: 34
- Arson: 22
- Bombing: 11
- Shooting: 8
- Burglary/Vandalism: 6
- Assault: 4
- Aircraft: 2
- Bio-attack: 1
Of the 86 domestic terrorist attacks or attempts in the United States between September 11, 2001 and December 31, 2010, seven motivating factors have been identified.

The motivation came from support or opposition to the following factors:

- Religious: 26%
- Environmentalist: 18%
- Anti-Government: 12%
- Animal Rights: 9%
- Hate Crime: 8%
- Political: 3%
- Abortion: 2%
- Unknown: 8%

3. **Is President Obama’s use of Predator strikes in Afghanistan and Pakistan consistent with international law and international standards?**

Much has been written on U.S. drone policy and on the

Israeli targeted-killing policy; in my own writings I have argued that Israel’s targeted-killing policy meets international law standards of preemptive self-defense in the context of operational counterterrorism, subject to restrictions and criteria articulated below.

Critical to ascertaining the legality, morality, and effectiveness of the policy (drone and targeted killing) is analyzing the criteria implemented with respect to specific operational decisions. Both policies are predicated on engaging a target defined as legitimate because of the danger posed by that individual. However, mere identification of an individual as a legitimate target is insufficient for a targeted killing/drone decision to be deemed lawful; the action must be based on person-specific self-defense intended to prevent future acts of terrorism.

For either policy to be legal it must be dependent on meeting two distinct, four-part tests, one related to intelligence information, the other to international law. The essence of the two tests—and of lawful preemptive self-defense—is that the intended target is involved in planning and implementing a future action; international law does not—and must not—tolerate revenge-based counterterrorism predicated on retribution. Developing and implementing the two distinct, four-part tests directly facilitates—in both the targeted-killing and drone-attacks paradigms—minimizing the loss of innocent life and maximizing the accuracy of the

---
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proposed action.

Intelligence information (gathering/analysis) is the heart and soul of operational counterterrorism (money being essential to terrorism); for the received information to be deemed actionable (meaning its use is justified), it must meet a four-part test:

1. **Reliable:** Past experiences show the source to be a dependable provider of correct information; requires discerning whether the information is useful and accurate; demands analysis by the case officer whether the source has a personal agenda/grudge with respect to the person identified/targeted.

2. **Viable:** Is it possible that an attack could occur in accordance with the source’s information? The information provided by the source indicates a terrorist attack that could take place within the realm of possibility and is feasible.

3. **Relevant:** The information has bearing on upcoming events; consider both the timeliness of the information and whether it is time-sensitive, which could necessitate imposing immediate counterterrorism measures.

4. **Corroborated:** Another source (who meets the reliability test above) confirms the information in whole or in part.

With respect to international law, the proposed action must meet the following criteria:

1. **Proportionality:** requires that the anticipated loss of life and damage to property incident to attacks must not be excessive in relation to the concrete and direct military advantage expected to be gained from the proposed action;\(^7\)

2. **Military Necessity:** justifies those measures not forbidden by international law, and which are indispensable for securing the complete submission of the enemy as soon as possible;\(^8\)

3. **Alternatives:** targeted killing is impermissible when there is a “non-lethal alternative which would entail a comparable military advantage without unreasonably

---


18. *Id.*
increasing the risk to the operating forces or the civilian population”, 19

4. **Collateral Damage**: inadvertent casualties and destruction inflicted on civilians in the course of military operations.

The Israel Supreme Court (sitting as the High Court of Justice, President Barak) ruling regarding targeted killings establishes clear criteria—a checklist for operational counterterrorism decision making—with respect to targeted killing. Harming civilians that [take direct part in hostilities], even if the result is death, is permitted, on the condition that there is no other less harmful means, and on the condition that innocent civilians nearby are not harmed. Harm to the latter must be proportionate. That proportionality is determined according to a values based test, intended to balance between the military advantage and the civilian damage. 20

This guideline approach, predicated on checklists maximizing rationale-based decision making, is intended to minimize unnecessary harm to innocent civilians who neither directly nor indirectly participate in hostilities. The following charts suggest the issues to be considered and weighed in the targeted-killing decision making process:

<table>
<thead>
<tr>
<th>Source</th>
</tr>
</thead>
<tbody>
<tr>
<td>What is the source’s <strong>background</strong> and how does that affect the information provided?</td>
</tr>
<tr>
<td>Does the source have a <strong>grudge/personal score</strong> to settle based either on past personal or family relationship with the person the information targets/identifies?</td>
</tr>
<tr>
<td>Who is the <strong>target</strong> of the source’s information?</td>
</tr>
<tr>
<td>· What is the person’s role in the terrorist organization?</td>
</tr>
</tbody>
</table>

---
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- How will detention affect that organization, short-term and long-term alike?
- What insight can the source provide regarding impact?
- What are the risks to the targeted individual if the source is targeted?
  - Source protection is essential to continued and effective intelligence gathering;
  - Protecting the source is essential both with respect to that source and additional—present or future—sources
- What are the risks to the source if the intelligence is made public?
  - Key to determining the proper forum for trying suspected terrorists;

If protecting the source/information gathering methods and techniques takes precedence over the traditional right guaranteed to the defendant to confront his accuser, an alternative judicial forum must be considered.
For example, in the suicide bombing infrastructure, there are four distinct actors: the bomber, the logistician, the planner, and the financier; determining the legitimacy of the target (for a targeted killing) requires ascertaining the potential target’s specific role in the infrastructure. Subject to the two, four-part tests above, the four actors are legitimate targets as follows:

<table>
<thead>
<tr>
<th>Role</th>
<th>Legitimacy Conditions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Planner</td>
<td>legitimate target 24/7</td>
</tr>
<tr>
<td>Bomber</td>
<td>legitimate target solely when operationally engaged</td>
</tr>
<tr>
<td>Logistician</td>
<td>legitimate target when involved in all aspects of implementing a suicide bombing but—unlike the planner—not a legitimate target when not involved in specific, future attack;</td>
</tr>
<tr>
<td>Financier</td>
<td>a largely unexplored subject in the context of targeted killings; a legitimate target when involved in—for example—wiring money or laundering money (both essential for terrorist attacks) but subject to debate and discussion regarding when “not in the act.” To that extent, the question is whether the financier is more akin to the bomber or to the logistician. Arguably, given the centrality of the financier’s role the correct placing is between the logistician and planner.</td>
</tr>
</tbody>
</table>

- What are the risks/cost-benefits if the targeted killing is delayed?
- How time-sensitive is the source’s information;
- Does it justify immediate action;
- Or is the information insufficient to justify a targeted killing but significant enough to justify other measures, including detention (subject to operational considerations);
- What is the nature of the suspicious activity?
- Does the information suggest involvement in significant acts of terrorism justifying immediate counterterrorism measures;
- Or is the information more suggestive than concrete;
- In addition, if the information is indicative of minor/not harmful possible action, effective counterterrorism might suggest additional information gathering—same or additional source—before authorization of the targeted-killing.
- What information can the individual provide? (premised on the operational feasibility of detention rather than authorizing a targeted killing)
- Does the individual possess information, to varying degrees of specificity, relevant to future acts of terrorism/individuals?

Appendix B


* Data from: [http://counterterrorism.newamerica.net/drones2011chart](http://counterterrorism.newamerica.net/drones2011chart)
Estimated Total Deaths from U.S. Drone Strikes in Pakistan: 2004 - 2011

High Estimates of Number of Deaths from U.S. Drone Strikes

* Because the drone strikes are in the tribal regions of Pakistan, which are mainly controlled by militants, the number of deaths is reported by journalists leading to the inconsistencies seen in the numbers above.

*Data from: http://counterterrorism.newamerica.net/drones#2011chart


* Data from: http://counterterrorism.newamerica.net/drones#2011chart